**CHAPTER-2**

**INTRODUCTION**

Cloud storage has become a promising paradigm with the explosive growth of data in recent years. It not only provides an on-demand storage service for users, but also facilitates users’ access to data. However, data outsourced to cloud server may contain some sensitive information (e.g., company financial data, health records), which may incur security and privacy issues. To protect data confidentiality, one general approach is to encrypt the data before transferring it to the cloud server. But the encrypted data makes its utilization more difficult, particularly the ability of data retrieval. To implement the searchable feature of encrypted data, Song et al. [1] were the first to propose the notion of searchable encryption (SE) based on the symmetric crypto-system. Subsequently, to avoid the key management and distribution, Boneh et al. [2] introduced the notion of public-key encryption with keyword search (PEKS) and constructed a concrete scheme based on the asymmetric crypto-system. Under the PEKS framework, there are three entities namely, the data owner, the data receiver (user) and the cloud server. Using the public key of the data receiver, the data owner encrypts the files and each keyword which is extracted from these files, and then uploads the ciphertexts to the cloud server. The data user sends a trapdoor containing the keyword which he/she wants to search to the cloud server. The cloud server tests whether the keyword in corresponding to the trapdoor is equal to the keyword underlying the ciphertext. The cloud server returns the encrypted data corresponding to the trapdoor. Fig.1 describes the process.
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